**CAPTSONE 2**

**Task1: Examine suspicious files to detect any malware threats.**

As a malware analyst, you have to examine suspicious files or URLs and detect any malware threats. You have been provided a list of files that you need to examine and verify if these files are real and do not contain anything malicious. You can check the digital signatures of the files to verify if it is authentic and hasn’t been tampered with.

For the following applications, determine the Signer Name and the Digest Algorithm used in the digital signatures. If the digital signature is not available, leave the fields blank.

|  |  |  |
| --- | --- | --- |
|  | Name of Signer | Digest Algorithm |
| Virtual box |  |  |
| LibreOffice |  |  |
| OWASP ZAP |  |  |
| Wireshark |  |  |